
The eight key rules for secure online banking.

Online banking

Secure entry
To ensure transactions are secure, 
check for the lock symbol and “https” 
in the browser window.

Block access
If you suspect foul play, immediately 
block access via 116 116.
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Be careful
Keep your login name and PIN confiden-
tial, and generally only enter TANs if you 
want to carry out transactions or for your 
personal authentication in online banking.

Do not install any software
No additional software programs are  
required for online banking.

Be suspicious
If in doubt, cancel the transaction and 
notify the Sparkasse.

Stay alert
Check the transactions on your account 
regularly in order to detect any unautho-
rized debits early on.

Always double-check entries
Check that the displayed order data  
matches your entries.

Restrict your daily limit
Set a daily limit for orders in your online 
banking to restrict unauthorized access.


